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IV. Overall Conclusion

Determining whether joint controllership exists between two or more parties (somehow) involved in the processing of personal data remains highly case-dependent. Insofar, as also underlined by CJEU, all relevant factors of an individual case at hand must be assessed and evaluated in a holistic approach. In this regard, the phase model applied by the CJEU should however lead to rather plausible results as it segregates processing sequences into single processing stages and therein takes into account each party’s individual contribution.\(^{119}\)

Nevertheless, certain key criteria can be extracted from the CJEU’s judgments that as a rule must be cumulatively met in order to establish a joint controllership between the involved parties. This in turn allows the formation of certain model scenarios and variables that should facilitate an expedient evaluation of potential joint controllership constellations in practice. However, these scenarios may only serve as a starting point for an in-depth assessment of each individual case.
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J. Alexander Lawrence / Kristina Ehle
Combatting Unauthorized Webscraping

The remaining options in the United States for owners of public websites despite the recent hiQ Labs v. LinkedIn decision

Popular social media websites host a wealth of publicly available information about millions of individuals around the world. The data presents a tempting target for companies that would like to use bots to collect the data without authorization and provide analytic and other services to their own customers. While U.S. law does not yet provide a clear path for individuals to protect their individual interests in such publicly available information, website owners can – and often do – take steps to combat unauthorized webscraping of data from their websites. This typically involves the website owner bringing a civil action against the unauthorized webscraper and seeking a court imposed injunction against such conduct. A recent decision from
the Ninth Circuit Court of Appeals in a dispute between LinkedIn and hiQ Labs has spotlighted the thorny issues involved in combatting unauthorized web scraping of data from public websites. While some may interpret the LinkedIn decision as greenlighting such activity, this would be a mistake. On close review of the decision, and in light of other decisions that have held unauthorized web scrapers liable, the conduct remains vulnerable to legal challenge in the United States.

I. Background

1. hiQ’s Injunctive Relief

Shortly thereafter, with its entire business model under threat, hiQ filed suit in the United States District Court for the Northern District of California seeking injunctive relief and a declaration that LinkedIn had no right to prevent it from accessing public LinkedIn member profiles and copying data from them.

2. LinkedIn’s Appeal

As is the case with preliminary injunction orders, the district court did not reach a final decision on the merits. Rather, the district court’s preliminary injunction order was limited to maintaining the status quo while the case proceeds through the normal process to a final decision on the merits.

3. CFAA Defence

hiQ also raised a serious question as to whether its state law causes of action for tortious interference and unfair competition were preempted by the Computer Fraud and Abuse Act (CFAA), as LinkedIn alleged as its principal defence. The CFAA prohibits intentionally accessing a computer without authorization, or exceeding authorized access, and thereby obtaining information from any protected computer. In particular, the court concluded that hiQ had raised a serious question as to whether the CFAA’s reference to access “without authorization” limits the scope of statutory coverage to computer information for which authorization or access permission, such as password authentication, is generally required.

4. Limited Impact

In short, the court held that the district court did not abuse its discretion in finding that hiQ had made a sufficient showing under the preliminary injunction standard to obtain an order

II. Approach by the Ninth Circuit

On 9 September 2019, a three-judge panel of the Ninth Circuit affirmed the district court’s preliminary injunction forbidding LinkedIn from denying hiQ access to publicly available LinkedIn member profiles.

1. Likelihood of Irreparable Harm

The court concluded that the district court did not abuse its discretion in finding that hiQ established a likelihood of irreparable harm because the survival of its business was threatened. The court further held that the district court did not abuse its discretion in balancing the equities and concluding that, even if some LinkedIn members retain some privacy interests in their information notwithstanding their decision to make their profiles public, those interests did not outweigh hiQ’s interest in continuing its business.

2. Tortious Interference with Contract & Legitimate Business Purpose

While not ruling in favour of hiQ on the merits, the court held that the district court did not abuse its discretion in finding that hiQ raised serious questions not only going to:

(1) the merits of its claim for tortious interference with contract, alleging that LinkedIn intentionally interfered with hiQ’s customer contracts, but also

(2) the merits of LinkedIn’s legitimate business purpose defence to hiQ’s tortious interference claim.

3. CFAA Defence

LinkedIn moved to strike LinkedIn’s reference to access without authorisation. The Court found that LinkedIn’s legitimate business purpose defence to hiQ’s tortious interference claim.

4. Limited Impact

In short, the court held that the district court did not abuse its discretion in finding that hiQ had made a sufficient showing under the preliminary injunction standard to obtain an order

---

1 The term “computer” is broadly defined in the CFAA. See 18 U.S.C. § 1030(e)(1) (the term ‘computer’ means an electronic, magnetic, optical, electrochemical, or other high speed data processing device performing logical, arithmetic, or storage functions, and includes any data storage facility or communications facility directly related to or operating in conjunction with such device, but such term does not include an automated typewriter or typesetter, a portable hand held calculator, or other similar device”).
allowing it to continue to operate its business until the merits of the case were decided.

13 Notably, the court recognized that at the preliminary injunction stage, it was not resolving the companies’ legal dispute definitively, nor was it addressing all the claims and defenses they had pleaded in the district court. The court noted that it was considering only the claims and defenses that the parties pressed on appeal and for which the companies had invoked additional claims and defenses in the district court. The court expressed no opinion as to whether any of those other claims or defenses might ultimately prove meritorious.

14 In particular, the court recognized that while LinkedIn asserted that it has “claims under the Digital Millennium Copyright Act and under trespass and misappropriation doctrines,” it chose for purposes of the appeal to focus on the CFAA defense, such that this was the sole defense to hiQ’s claims that the court addressed on appeal. 2

III. Comments and Practical Implications

15 Prohibitions on webscraping may take many forms, and liability for unauthorized webscraping can be imposed under numerous legal theories under U.S. law. That one of those legal theories failed at the preliminary injunction stage in LinkedIn’s case does not mean it will fail in most cases.

1. Diverging Legal Opinions on Application of the CFAA

While the Ninth Circuit panel took a narrow view of the scope of the CFAA, not all courts would agree with that view. For instance, in EF Cultural Travel BV v. Zefer Corp., 318 F.3d 58 (1st Cir. 2003), the First Circuit Court of Appeals, which hears cases from federal district courts in Maine, New Hampshire, and Massachusetts, considered a case in which the plaintiff, who operated a travel website, brought suit against a competitor that used webscrapers to obtain pricing information from the plaintiff’s public website. The First Circuit held that the CFAA is “primarily a statute imposing limits on access and enhancing control by information providers [and that a] public website provider can easily spell out explicitly what is forbidden” and if it “wants to ban scrapers,” it may do so. The First Circuit held that a “lack of authorization could be established by an explicit statement on the website restricting access.” 3 Thus, even with publicly available data, like that on LinkedIn’s site, some courts have held that accessing a website after being expressly informed that further access is unauthorized can violate the CFAA.

2. Security Threshold for Data Access

Moreover, the Ninth Circuit panel recognized that websites that place greater protections on their data may still be able to make out a claim under the CFAA. Notably, the decision does not overturn a prior panel decision regarding unauthorized access to Facebook data. 4 In that case, the party accused by Facebook of unauthorized access to the data had authorization from Facebook users, but not Facebook. Facebook sent a cease-and-desist letter to the company informing it that further access was unauthorized. This panel distinguished the prior panel decision with respect to Facebook data on the basis that the LinkedIn data is not protected by a username and password authentication system, but rather is available to anyone with a web browser.

3. Alternative Legal Claims

The Ninth Circuit panel was also careful to note that victims of webscraping are not without resort, even if the CFAA does not apply. The court recognized that alternative claims may also lie including claims for:

2 In its cease and desist letter, LinkedIn asserted rights under the Digital Millennium Copyright Act (17 U.S.C. §§ 512, 1201) (“DMCA”). The DMCA prohibits “circumvent[ing] a technological measure that effectively controls access” to a “work protected under this title.” 17 U.S.C. § 1201(a)(3). “[A] technological measure ‘effectively controls access to a work’ if the measure, in the ordinary course of its operation, requires the application of information, or a process or a treatment, with the authority of the copyright owner, to gain access to the work.” 17 U.S.C. § 1201(a)(3) (emphasis added). In its motion for a preliminary injunction, hiQ argued that any measures LinkedIn implemented to block hiQ from accessing members’ public profile information on LinkedIn fall outside of the DMCA because such measures are – among other things – not implemented “with the authority of the copyright owner.” 17 U.S.C. § 1201(a)(3). Pointing to the LinkedIn user agreement, hiQ noted that any copyrights to LinkedIn user profiles are owned by LinkedIn’s users, not LinkedIn. Thus, any technological measure LinkedIn implemented to control access to a user’s public profile information was implemented with only the authority of LinkedIn, not the member. Even with respect to the members, there would be serious questions whether the type of data on LinkedIn is protected by the Copyright Act. See Feist Pub’ns, Inc. v. Rural Tel. Serv. Co., 499 U.S. 340 (1991) (holding information alone without a minimum of original creativity cannot be protected by copyright). In any event, LinkedIn did not address the DMCA argument in its opposition to the motion for preliminary injunction, and hiQ argued that LinkedIn had abandoned any DMCA arguments asserted in the cease and desist letter. The district court did not address the DMCA claims in its decision, and thus the issue was not before the Ninth Circuit on appeal.

3 Other lower federal district courts are in accord. See, e.g., Sw. Airlines Co. v. Forschauer, Inc., 318 F. Supp. 2d 435, 439 (N.D. Tex. 2004) (holding Southwest Airlines had plausibly alleged the “without authorization” element of its CFAA claim where the complaint contained allegations that it “directly informed” the defendant that its web-crawling activity was prohibited via Southwest.com’s Use Agreement, which was “accessible from all pages on the website,” as well as via “direct ‘repeated warnings and requests to stop scraping.’”). Craiglist Inc. v. 3Taps Inc., 964 F. Supp. 2d 1178, 1184 (N.D. Cal. 2013) (even though “Craiglist gave the world permission (i.e., ‘authorization’) to access the public information on its public website,” Craigslist “rescinded that permission for 3Taps. Further access by 3Taps after that rescission was ‘without authorization.’”). Counterpoint LLC v. Savings.com, Inc., No. 14-CV-39, 2016 WL 3185826, at *3–4 (N.D. Ind. June 8, 2016) (“CFAA liability may exist in certain situations where a party’s authorization to access electronic data—including publicly accessible electronic data has been affirmatively rescinded or revoked”). QVC, Inc. v. Resellify, LLC, 159 F. Supp. 3d 576, 595–97 (E.D. Pa. 2016) (following “CFAA cases” that have concluded that a “web-user acts without ‘authorization’ when it crawls a public website”).

- trespass to chattels,\(^5\)
- copyright infringement,
- misappropriation,
- unjust enrichment,
- conversion,
- breach of contract,\(^6\) or
- breach of privacy (depending on the type of data obtained and whether it was publicly available).

IV. Conclusions

19 Thus, the decision should not be interpreted as greenlighting unauthorized webscraping. And it is important to note that no court has yet reached a decision on the merits in the LinkedIn case. The Ninth Circuit panel decision only addresses the district court’s preliminary injunction order. LinkedIn has also filed papers expressing its intention to seek review by the United States Supreme Court. Thus, it remains unclear which party will ultimately prevail.

20 However the case turns out, the decision emphasizes the need to act promptly against unauthorized webscrapers. The court clearly gave weight to the allegation that LinkedIn was well aware of hiQ’s practices for years before sending the cease-and-desist letter. The court further expressed concern that LinkedIn sent the cease-and-desist letter because it planned to create a new product that competed with hiQ’s services, which the court held could raise concerns under California’s unfair competition laws. To avoid such claims under U.S. law, unauthorized webscrapers should be addressed promptly before they free ride for years and build a business off your data.
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Recent Developments in the Law on Payment Services

Overview of implementation and application of PSD II in Germany between January 2018 and October 2019

The new safety requirements under the Second Payment Services Directive (PSD II) came into effect on 14 September 2019. Their interpretation and the supervisory practice in Germany lead to certain limitations in the scope of their application. German courts dealt with, inter alia, charges for the use of specific payment methods, the allocation of liability in fraud cases, charge-