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On June 19, the Council of State, France's highest administrative court, confirmed French data protection authority CNIL's decision fining Google 50 million euros.[1] However, the Council of State also corrected CNIL on a key element of General Data Protection Regulation enforcement: how to rightfully apply the "one-stop-shop mechanism," or OSS.

The Decision's Merit

The French Council of State corrects CNIL where it required that, for the EU headquarters of Google in Ireland to qualify as the "main establishment" under the OSS provided in the GDPR, it also has to determine "the purposes and means" of the relevant cross-border processing (and therefore also has to qualify as the controller for the relevant processing).

If that were correct, the OSS mechanism would de facto not be available for non-EU-based companies (such as Google), as their EU administrative headquarters will rarely independently decide on the purposes and means of its cross-border processing activities in the EU. (These activities are often part of global service offerings in respect of which decisions are mostly made at the global level). This would entail that these companies be exposed to a potential accumulation of fines for their cross-border processing activities in the EU, as each and every national data protection authority, or DPA, would be able to fine the company up to the maximum allowed under GDPR.

The Council of State now confirms that the place of central administration in the EU may qualify as the main establishment, even if that place does not itself have decision-making power over "the purposes and means" of the processing, as we've advocated.[3] We provide further details below.

What is the One-Stop-Shop?

The OSS mechanism of the GDPR aims to simplify enforcement for cross-border processing activities by organizations with multiple establishments across the EU. Prior to the GDPR, companies engaging in
cross-border processing operations had to deal with all relevant DPAs, each being responsible for enforcement in its own jurisdiction. This fragmented system created high administrative costs and legal uncertainty for companies with cross-border processing operations in the EU.

The OSS was designed to change this by concentrating enforcement activities under a single "lead" DPA in specific situations. Where an organization is established in more than one member state and with respect to cross-border processing activities, the DPA of the company's "main establishment" in the EU is able to bring an enforcement action on behalf of other DPAs that are also entitled to supervise the processing. This DPA then becomes the "lead DPA," responsible for spearheading the enforcement action.

The definition in Article 4(16) of the GDPR provides that the "main establishment" means the place of an organization's central administration in the EU, unless the decisions on purposes and means of the processing are made by another establishment in the EU, and such other establishment has the power to have such decisions implemented.

The question then arises of whether the central place of administration must also make decisions about the purposes and means of the processing. This could be implied by the use of the term "unless," which could be taken to mean that if decisions on purposes and means of processing will be made by another establishment instead of by the central administration, such other establishment will qualify as the main establishment.

**CNIL's Take on OSS**

In its decision, France's DPA, CNIL, considered that Google does have EU headquarters in Ireland, but that this Irish entity "did not have a decision-making power" over the relevant cross-border data processing activities to which the complaints related. For that reason, CNIL decided that the OSS mechanism did not apply and that CNIL was therefore competent to make a decision.

According to CNIL, this means that for non-EU companies having administrative headquarters in the EU only, no main establishment can be identified and no lead DPA under the OSS mechanism can be established.

**Main Establishment Revisited**

The Council of State has now corrected CNIL on its take on the OSS. It follows from the decision that a main establishment exists where the organization has a "central administration in the EU" or where there is "an establishment with decision-making power as to its purposes and means in the EU and such other establishment has the power to have decisions applied in the entire EU."

It is therefore very possible that a place of central administration may qualify as main establishment, even if it does not itself have decision-making power over "the purposes and means of the processing." The Council of State therefore confirmed an important nuance in the GDPR that will have significant effects on the breadth and scope of situations in which the OSS is applicable.

For Google, however, the nuance does not make a difference. The Council of State found that, at the time of the fine, Google's EU headquarters in Ireland did not exercise direction or control over other EU establishments and therefore did not qualify as the central administration in the EU.
The Council also found that the Google entity in the United States (Google LLC) alone determined the purposes and means of the processing activities in question, and that Google's EU headquarters therefore also did not meet the second prong. The Council of State therefore upheld that CNIL was indeed entitled to handle the complaints in relation to French individuals for its own jurisdiction because Google LLC did not at the time have a "main establishment" in the EU.

With only limited cases in which the application of the OSS has been motivated[5], the Council of State's decision brings much-needed nuance to the definition of the "main establishment," which may well lead to more successful applications of the OSS in the near future.
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